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The 1:9:90 rule of participation inequality (1/3) 
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The 1:9:90 rule of participation inequality (2/3) 
•  [Nonnecke & Preece, 2000] Email-based discussion lists: 

•  77 online health support groups and 21 online technical support groups 
•  46% of the health support group members and 82% of the technical support group 

members are lurkers 

•  [Swartz, 2006] On Wikipedia: over 50% of all the edits are done by only 
0.7% of the users 

•  [van Mierlo, 2014] On four DHSNs (AlcoholHelpCenter, 
DepressionCenter, PanicCenter, and StopSmokingCenter): 
•  63,990 users, 578,349 posts 
•  Lurkers account for 1.3% (n=4668), Contributors for 24.0% (n=88,732), and 

Superusers for 74.7% (n=276,034) of content 
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The 1:9:90 rule of participation inequality (3/3) 
• Online learning courses: 

•  No relation between interactivity (i.e., posting) and learning (i.e., earned grade) 

•  Extend the notion of interactivity to include the lurking activity 
•  Each of the 128 students reads at least one contribution 
•  62% of the class are lurkers—only reading posts, not contributing anything 

•  No correlation between the no. of readers and the no. of writers 
•  Every participant, active or lurking,  
   reads more postings than they write 
 

•  Active participation in an online discussion list, based on passive lurking, is expressed by 
reading, reflecting on the contribution of all the other members 
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Perception of lurking (1/2) 
•  Lurkers as “free-riders” [Kollock & Smith,1996; Morris & Ogan, 1996; Wellman 

& Gulia,1999; Rheingold, 2000] 

• Sustainability of an online community 
•  Fresh content and timely interactions 
•  Lurkers contribute little value [van Mierlo, 2014] 

•  Lurkers may impair the virality of the community [Nielsen, 2011] 
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Perception of lurking (2/2) 
•  Most lurkers are NOT free-riders (e.g.,  [Nonnecke, Preece, & Andrews, 2004; Nonnecke, 

Andrews, & Preece, 2006]) 

•  Lurking can be regarded as passive participation that permits inclusion [Ferree, 2002] 

•  Lurking is normal and an active, participative and valuable form of online behavior [Edelmann, 
2013]  

•  Lurkers perceive themselves as community members [Nonnecke et al., 2006] 

•  Lurking as a form of cognitive apprenticeship: “legitimate peripheral participation” [Lave & 
Wenger, 1999] 
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How to identify lurkers (1/4) 
•  Two main features: seldom posting, mostly reading contents 

• Attempts to set quantitative standards: 
•  “never post in an online community” [Nonnecke et al., 2006] 
•  “post messages only once in a long while” [Golder & Donath, 2004] 
•  “no contribution during a 3-month period” [Nonnecke & Preece, 2000] 
•  “#posts<4 from the beginning, or never posted in the last 4 months” [Ganley et al., 2012] 

• Accounting for the “login” dimension [Chen, 2004] 
•  Lurkers log into the community every week throughout a 6-week timespan 
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How to identify lurkers (2/4) 
•  Find a certain percentage of most non-active users as lurkers 

•  e.g., [Rau et al., 2008] On Microsoft’s Wallop SNS, 40% of the most non-active as lurkers 

•  Two continuous dimensions (participation pattern) [Leshed, 2005]: 
•  Publicity: ratio of public (i.e., posting) to non-public (i.e., reading) activities 
•  Intensity: the frequency of total activities performed by a member 

•  Lurkers tend to have higher intensity and lower publicity 
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How to identify lurkers (3/4) 
•  Lurkers may be classified into: [Takahashi et al. 2003; Walker et al. 2013] 

•  Passive lurkers: only read for their use 
•  Active lurkers: for propagation, practical use, or personal contact 

•  Lurkers vs. “non-users” [Springer et al. 2015] 
•  Lurking as passive participation, as opposed to commenting (active participation) 
•  Non-users: read news but have no interest in the user comments/discussions 
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How to identify lurkers (4/4) 
• Can we generalize using the previously discussed criteria? 

•  No, it depends on the size, topics and culture of the online community! 
•  Many factors influence online behaviors (e.g., [Bishop, 2007; Fan et al., 2009]): 

•  Environmental influences 
•  Personal characteristics 
•  Organizational commitment 

• Many lurkers: good or bad? 
•  Active lurkers are beneficial for the propaganda and development of the community 
•  but they have low posting rate and lack of valuable content 
•  Emergence for strategies to promote de-lurking 
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Lurking and online behavioral models (1/2) 
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Environmental factors that affect the user’s feeling  
and the user’s willingness to contribute 

Factors based on the relationships between the users and the community 

Personal characteristics of the users 

Development and spread of community norms, 
Contribution of valuable resources, and 
Consumption of resources 
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Lurking and online behavioral models (2/2) 
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Individual factors that 
influence online 
behaviors 
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Why lurkers lurk (1/4) 
•  Four main motivational factors [Sun et al., 2014]: 

1.  Environmental influence determined by the online community 
2.  Personal preference related to an individual’s personality 
3.  Relationships between the individual and the community 
4.  Security considerations 
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Why lurkers lurk (2/4) 
1.  Environmental influence 

•  Bad usability/interaction design 
•  “Too many or too few messages to deal with” 
•  Poor quality of the posted contents [Springer et al., 2015] 

•  Negatively influences the affective/entertainment dimension of gratification sought 
•  “Don’t know how to post” 

•  [Nonnecke et al., 2004] Survey of 1188 users from 375 MSN online communities: 7.8% of lurkers 
•   caused by poor usability and insufficient usage guidance 

•  Low response rate and long response delay 
•  Low reciprocity 

•  [Fan et al., 2009] Survey with 207 valid responses (74% of lurkers) 
•  Leads to think that “posting has no value to me” 

•  “Others respond the way I would” 
•  “Just reading/browsing is enough”, “No requirement to post” 

•  [Kucuk, 2010] Survey of 1078 online course students: 31.1% of lurkers 
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Why lurkers lurk (3/4) 
2.  Personal reasons 

•  Introversion, lack of self-efficacy, bashfulness [Nonnecke et al., 2004]  
•  Lack of confidence in the ability to post [Lee al., 2006]  

•  40% of inactive students of an online program [Beaudoin, 2002] 
•  “Don’t feel comfortable writing ideas online” 

•  25% of inactive students of an online program [Beaudoin, 2002]  
•  No need to post – only seeking for information 
•  Nothing to post or lack of expertise 
•  “Others had already posted similarly” 
•  Time constraints 
•  Missing opportunity to earn money (e.g., with commenting activities) [Springer et al., 2015] 
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Why lurkers lurk (4/4) 
3.  Relationships reasons 

•  Low verbal and affective intimacy with other members 
•  Social penetration theory [Altman & Taylor, 1973]: intimacy develops over time to the extent that 

members reciprocate disclosures 
•  Lack of commitment to the group 
•  Fear making a commitment 
•  Don’t want to spend too much time/resources to maintain a commitment 

4.  Security reasons 
•  Worrying about that posting will violate privacy [Nonnecke & Preece, 2001; Springer et al., 

2015 
•  The community does not satisfy requirements of security and privacy, at different levels 

[Wang et al., 2011] 
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The challenge of “de-lurking” 

Provide an environment 
that makes people’s lives 

easier 
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How to promote de-lurking (1/3) 
• External stimuli – Social Exchange theory [Thibaut & Kelley, 1959] 

•  Providing rewards and removing negative consequences will strengthen intentions 
•  Main actions: 

•  Tangible or intangible rewards 
•  Controlling or informative rewards 

• Encouragement to participate [Nonnecke et al., 2004; Du, 2006] 
•  Helps to set up a pro-sharing norm  
•  Enhances users’ commitment to the community 
•  Improves users’ confidence in expressing themselves  
•  Make lurkers understand the necessity of their contribution 
•  Main actions: 

•  Welcome statements, introduction of reward rules, support for browsing and praise for the 
moderator 
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How to promote de-lurking (2/3) 
• Guidance for newcomers [Du, 2006] 

•  Newcomers are likely to lurk for a while to learn the culture of the community 
•  Help from elder/master users 
•  Periodically provide opportunities to join conversations 

• Usability improvement [Nonnecke et al., 2004, 2006; Du, 2006] 
•  Simplify the procedures to send/respond messages 
•  Rearranging the presentation of messages 
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How to promote de-lurking (3/3) 
• Usability improvement [Nazi et al., 2015] 

•  Simplify the task of product/service reviewing 
•  Given: 

•  User feedback in textual form 
•  A user and an item to review 

•  Goal: 
•  Recommend a set of meaningful terms (i.e., tags) to the user 

•  Method: 
•  Extraction of key tags from available reviews according to: 

•  Relevance, Coverage, and Polarity properties 
•  Formulation of top-k meaningful tags identification  

•  Independent Coverage TagAdvisor 
•  Dependent Coverage TagAdvisor 
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Lurking as a computational problem (1/2) 
• Hot topic in social science and computer-human interaction 

•  Lurking conceptualized in relation to cultural capital [Soroka & Rafaeli, 2006], boundary 
spanning and knowledge brokering activities [Craneeld et al., 2011], group learning [Chen & 
Chang, 2011], epistemic curiosity [Schneider et al., 2013] 

•  Focus on the identification of insights that might drive empirical evaluation of lurkers’ traits 

• Also becoming mature in computer science 
•  Classification methods for actors in an OSN [Fazeen et al., 2011] 

•  including lurkers, although treated marginally 
•  Active and passive lifetime [Lang & Wu, 2013]  

•  the latter however requires to know the user‘s last login date 
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Lurking as a computational problem (2/2) 
• Emergence for computational models, methodologies, and algorithms for 

•  Understanding lurking behaviors to improve 
•  User modeling, personalization and adaptation 

•  Utilizing the mined knowledge in next-generation  
•  Marketing-oriented applications 
•  E-learning platforms 
•  Collaborative systems 
•  Trust systems 
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Next … 
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Evaluation on Twitter, FriendFeed, Flickr, 
Google+, and Instagram 

•  Reciprocity, preferential attachment 

•  Delurking-oriented randomization model 

•  Percolation/resilience analysis 

Lurking over time 

•  Lurkers vs. inactive users , and newcomers 

•  Responsiveness 

•  Preferential attachment 

•  Temporal trends and clustering 

•  Topic evolution 

Vicariously Learning on RCNs 
•  VLRank methods 

Lurking and Social Trust 
•  Trust-biased LurkerRank methods 

Modeling lurking behaviors 

Topology-driven definition of lurking 

In-, Out-, and InOut-neighbors driven ranking 
methods 

Delurking via Targeted Influence 
Maximization  

•  The DEvOTION method 



MODELING LURKING BEHAVIORS 
•  In-degree, Out-degree and Lurking 
•  Topology-driven Lurking definition 
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Modeling lurking behaviors (1/4) 
• Social network as a graph 

•  Users as nodes 
•  User relations as edges 

• Objective:  
•  Define a lurking score function  
•  Use this function to produce a ranking of users at different degrees of lurking 

• Assumptions: 
•  edges are directed 

•  i.e., user relations are asymmetric: followships, or interactions 
•  In-neighbors, out-neighbors 

•  nodes correspond to users only 
•  (optionally) edge weights might be provided 
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Modeling lurking behaviors (2/4) 
• Centrality in (social) networks 

•  Many definitions, function of  
•  Local topology structure 

•  Degree, closeness, betweenness 
•  Global topology structure 

•  Propagation and attenuation of information 
•  PageRank, hubs and authorities, etc. 

•  Can be topic-biased 
•  e.g., TwitterRank 

•  Other terms:  prestige, importance, authoritativeness, influential status, etc. 

•  What about “lurking centrality”? 
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Modeling lurking behaviors (3/4) 
• User interactions in a SN are typically modeled as  
  influence-oriented relationships,  
  to identify and rank influential users 

follows 

follows 

follows 

follows 

 
the more followers a user has,  
the more interesting his/her published tweets 
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Modeling lurking behaviors (4/4) 
The greater the amount of information a node  
receives, the more likely it corresponds to  
a lurker 

follows is followed by 

 
if user A follows user B, then A is 
benefiting from B’s information (i.e., A is 
receiving B’s tweets)  link from B to A 
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Topology-driven definition of lurking (1/3)  
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Is in/out-degree correlated with in-degree?  

Modeling the mutual contribution from incoming and outgoing links 
through the in/out-degree 



Topology-driven definition of lurking (2/3)  

The strength of the lurking status of a node is proportional to:  
 
Principle I - Overconsumption:  

•  its own in/out-degree 

Principle II - Authoritativeness of the information received:  
•  the influential (non-lurking) status of its in-neighbors 

Principle III: Non-authoritativeness of the information produced: 
•  the lurking status of its out-neighbors 

Lurking in OSNs: Principles, Models, and Methods 

• Need to capitalize on a node’s incoming and outgoing connections 
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Nodes 3, 7, 8, 10, 11 have the 
highest in/out-degree ratio 

Node 8 should be scored 
higher than others --- it 
receives from two components 

Nodes 10, 11 should be scored 
as lurkers lower than node 8  

Nodes 3, 7 should be 
scored higher than 10, 11 
but lower than 8 

Lurking likelihood: 

LOW 

HIGH 

Topology-driven definition of lurking (3/3) 
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LURKER RANKING METHODS 
•  In-neighbors- and out-neighbors-driven lurking definitions 
•  PageRank and AlphaCentrality based formulations 
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In-neighbors-driven lurking 

ri =
1

out(i)
out( j)
in( j)j∈Bi

∑ rj

The score of a node increases with the 
number of its in-neighbors and with their 
likelihood of being non-lurkers (relatively high 
out/in-degree) 

Factor inversely proportional to the node’s out-
degree accounts for its own in/out-degree 
property 
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Out-neighbors-driven lurking 

ri =
in(i)
in( j)

j∈Ri
∑

in( j)
out( j)j∈Ri

∑ rj

Factor scoring a node higher if it receives 
more than what its out-neighbors receive 

The lurking score of a node increases with the 
tendency of its out-neighbors of being lurkers 
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In-Out-neighbors-driven lurking 

ri =
1
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Aspect related to the strength of non-lurking 
behavior of in-neighbors is dominant – it’s 
expected to have a better fit of the hypothetical 
likelihood function for a given node 
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LurkerRank methods (1/2) 
• Specification in terms of classic PageRank [Brin & Page, 1998] 
  and alpha-centrality [Bonacich & Lloyd, 2001] 

•  PageRank equations 

 
•  Alpha-centrality equations 
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LurkerRank methods (2/2) 
• PageRank and AlphaCentrality based formulations 

•  In-neighbors-driven lurking methods: LRin, ac-Lrin 
• Out-neighbors-driven lurking methods: LRout, ac-LRout 
•  InOut-neighbors-driven lurking methods: LRin-out, ac-LRin-out 

 
•  e.g.,: LRin formulation 

ri =α
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out(i)
out( j)
in( j)j∈Bi
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$
%%

&

'
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EXPERIMENTAL EVALUATION 
•  Data 
•  Assessment methodology 
•  Quantitative and Qualitative Results 
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Network datasets 
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Dealing with lack of ground-truth 
• Generating a data-driven ranking for each evaluation dataset 
• Basic idea:   

•  Directly proportional to a node’s in/out-degree 
•  Inversely proportional to a SN-specific measure of influence 

ri
* =

in(i)
out(i)

e−EI (i)

EI(i) = 1
out(i)

nRetweets( j)
j∈Ri

∑ EI(i) =
nCom( j, i)

j∈Ri

∑

out(i)
log10 (10+ nPosts(i))

 [Bakshy, et al., 2011] 

EI(i) = 1
out(i)

nFavorites( j)
j∈Ri

∑ EI(i) = 1
out(i)

nViews( j)
j∈Ri

∑
DD-F DD-V 
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Competing methods 
•  (baseline) In-Out distribution (IO) 
• PageRank (PR) 
• Alpha-centrality (AC) 
•  Fair-Bets [Budalakoti & Bekkerman, 2012] (FB) 

•  Connections among the users are based on the number of sent and accepted invitations  
•  Fair-Bets can be viewed as a model of social capital accumulation and expenditure 
•  Assuming users are paying each other to accept invitations on a SN, the fair-bets score of a 

user is the amount s/he can afford to pay on average 

ri =
1

out(i)
rj

j∈Bi

∑
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Budalakoti, S., Bekkerman, R. (2012). Bimodal invitation-navigation fair bets model for authority 
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Assessment criteria (1/2) 
•  Fagin’s intersection metric: determines how well two ranking lists are in 

agreement with each other, accounting for top-weightedness: 
                                         
 
 

• Kendall rank correlation coefficient:  evaluates the similarity between two 
rankings, expressed as sets of ordered pairs, based on the number of 
inversions of pairs which would be needed to transform one ranking into the 
other. 
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Assessment criteria (2/2) 
• Bpref (binary preference): preference relation of whether judged relevant 

candidates R of a list L1 are retrieved, i.e., occur in a list L2, ahead of judged 
irrelevant candidates N: 

•  N: set of nodes with data-driven ranking score below or equal to 1  
•  R is selected as the set of nodes having top-k% score from the complement of N. 

∑
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=
r R

rthanhigherrankednof
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||

)     (#1
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Evaluation goals 
•  Lurking reciprocity: how lurkers relate to each other? 
•  Lurkers-active users attachment: how lurker distribution grows w.r.t. active 

users (and vice versa)? 
• Ranking evaluation:  

•  Correlation analysis w.r.t. data-driven rankings 
•  Comparative evaluation with LurkerRank methods 
•  Efficiency performance 

• Delurking-oriented randomization 
• Percolation analysis 

• Qualitative analysis 
•  Manually inspecting web profiles of top-lurkers 
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Reciprocity (1/2) 
Impact of the presence of lurkers on measures of reciprocity, based on 
top-25%, top-10%, and top-5% of a LR solution 

• Small or negligible 
•  fraction of reciprocal lurking edges to the total no. of edges in the original graph (rle) 
•  fraction of reciprocal edges in the original graph that connect lurkers to each other 

•  LRin performed very similarly to LRin-out 
•  LRout achieved much higher values (as expected) 
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Reciprocity (2/2) 
Fraction of edges that connect lurkers to 
each other in a lurking-induced subgraph 

• Decreasing trend for lurking reciprocity 
(LRin-out) 
•  stagnant on Flickr, GooglePlus, and FriendFeed 
•  steeper on Twitter 

•  Inverse trend when using LRout 
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Attachment 
Distribution of active users  
as a function of the lurkers-followers 
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Distribution of lurkers  
as function of the active users-followees 

Active users who already are 
followed by a large number of lurkers, 
are likely to attract even more lurkers 

Lurkers who already follow a large 
number of active users, are more 
likely to do so 



Ranking evaluation: 
Correlation analysis w.r.t. data-driven rankings 
Kendall tau correlation (95% confidence intervals) 

• Highest correlation for LRin and LRin-out (and their ac- counterparts)  
•  Low correlation for LRout and ac-LRout 

•  Hint: Principle III tends to weight less than Principles I-II in effectively lurker ranking 

• Poor correlation shown by the other methods 
•  Hint: in/out-degree cannot approximate well LurkerRank  
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LRin and LRin-out along with 
their ac- counterparts show 
relatively much higher F 
intersection w.r.t. DD and IO 

LRout and ac-LRout show 
nearly null correlation with DD 
also in terms of Bpref 

LRout and ac-LRout show 
some correlation w.r.t. PR and 
nearly null with other methods 

Similar remarks for Bpref  
evaluation. 
 
One difference: LRin, LRin-
out and their ac- counterparts 
show moderately high Bpref 
also w.r.t. to AC, and mid-low 
w.r.t. FB 

… and very low F intersection 
w.r.t. FB and nearly empty w.r.t. 
PR and AC 
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Ranking evaluation: 
Comparative evaluation with LurkerRank methods 



Ranking evaluation: 
Statistical testing 

Twitter 

FriendFeed 

Unpaired two-tail t-test 
 
Samples: performance scores obtained 
by a ranking method w.r.t. DD for each 
iteration 
 
Null hypothesis: no difference in 
performance w.r.t. data-driven ranking 
between a LurkerRank method and a 
competing method 

Useful to confirm that the 
difference in performance 
between the LurkerRank 
methods and the competing 
ones holds on FriendFeed as 
well, (despite the high Bpref 
scores observed in most cases) 
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Ranking evaluation: 
Statistical testing – second stage (1/2) 
• Data preparation (network-specific): 100 subgraphs extracted, each with a 

randomly picked seed node and roughly covering a fixed number of nodes 
(around 1/100 of the original network size) 

• Goal: to stress the ranking methods performing over a pool of subnetworks 
with different characteristics 

• Paired two-tail t-test, with samples F scores respectively obtained by two 
ranking methods w.r.t. DD over the same randomly generated subgraph 
•  k was set to 104, hence very high for such network sizes (i.e., around 200,000 nodes) 
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Ranking evaluation: 
Statistical testing – second stage (2/2) 
For each pair of LurkerRank method vs. competing method, the null hypothesis 
of equal means was rejected at 1% significance level (p-values ranging from 
1.4E-3 to 2.8E-19 on Twitter) 
 
• Close behavior of the LurkerRank methods (except LRout and ac-LRout) and 

AC (e.g., around 0.19 F on average, on Twitter) 

• Close behavior of PR and FB, which however achieved a lower average F 
(e.g., 0.029, on Twitter) 
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Ranking evaluation: 
Efficiency performance of LurkerRank methods 
•  LRin and LRout have pretty similar runtime 
•  LRin-out slower than the others  

•  on 3 out of 5 networks 
•  about twice more than LRin and LRout 

• All methods reach ranking stability quickly 
•  35 to 75 iterations  
•  much fewer iterations for ac-LRin-out  
  (at the cost of poor diversification of the ranking scores) 
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Qualitative Evaluation 
Top-20 by LRin: never 
been retweeted 
 
The majority of Top20 
users by AC and PR 
count hundreds of 
retweets (they are 
influential users!) 

Top-20 by PR and AC: 
mostly influential 
persons (e.g.  
politicians, journalist, 
bloggers, actors)! 
 
Top-20 by LRin:  
people with few 
followers/tweets that 
certainly can be 
considered lurkers 

Top-20 by FB:  
Most users have never 
been retweeted 
 
Most of them are 
spammers or with 
profiles suspended by 
Twitter due to violation 
of terms of service 
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Delurking-oriented randomization (1/2) 

•  Randomization-like model to simulate 
introducing of lurkers to active users 

•  Inserting new links from active users  
  to lurkers 
•  Requires: 

•  cut-off thresholds for the selection of the sets  
   of active users and lurkers 
•  probability to control the degree of lurking 

 

•  Note both the size of the network and  
  the degree of vertices may change 

Lurking in OSNs: Principles, Models, and Methods 

Using randomized model to enable “self-delurking” of a network 



Delurking-oriented randomization (2/2) 
• Setting: p = 0.5, t1 = t2 = 25%, d in [0.2, 1.0] (increment by 0.2) 

• Correlation analysis of LR solutions (resp. in/out ranking) before/after 
randomization 
•  Poor when sinks/sources are discarded 

•  The top-ranked lurkers can significantly change  
•  w.r.t. the original configuration of the network, and  
•  also for different degrees of delurking-oriented randomization 
•  Less evident on Twitter (larger size, lower CC, higher avgPL) 

• Negligible impact on the in/out-degree distribution 
•  Moderate to high correlation between: 

•  in/out ranking in the original network and each of the in/out rankings of the randomized networks 
•  the randomized in/out rankings pairwise 
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Percolation analysis (1/3) 
• Assessing topological integrity properties 

•  typically via edge removal strategies based on topological overlap measures 
• Removing edges by increasing order of topological overlap has shown to 

effectively detect edges that act as bridges between different communities 
[Girvan & Newman, 2002] 

• Directed topological overlap: 
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Using percolation analysis to explain relationships 
between lurkers and community bridges 

Girvan, M., Newman, M. E. J. (2002). Community structure in social and biological networks. Proc. Natl. 
Acad. Sci. (PNAS) 99(12), 7821-7826. 



Percolation analysis (2/3) 
• Comparison between 

•  set of vertices resulting from edge removal  
   based on increasing topological overlap 
•  set of top-ranked lurkers 

• Matching of top-25% lurkers to the sets of 
vertices included in the 99th, 95th and 90th 
percentile of the edges with lowest directed 
topological overlap 
•  At 90th percentile, almost all top-lurkers matched on 

FriendFeed, GooglePlus, and (by LRin and LRin-
out) on the two Twitter networks 

•  On FriendFeed and GooglePlus, most top-lurkers 
matched at 95th 
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Percolation analysis (3/3) 
• What fraction of the vertex set? 

•  above 90% on FriendFeed and GooglePlus 
•  but below 27% on Twitter 

• Resilience evaluation: fraction of the 
maximal strongly CC as function of 
removed vertices (w/ and w/o sinks) 
•  Most disruptive removal strategy based on  
  decreasing LR (w/o sinks) 
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Lurkers can act as community bridges! 



Main findings 
•  LurkerRank abilities: 

•  Effectiveness in detecting and ranking lurkers confirmed by qualitative examination made 
on the evaluation SN websites   

•  Higher correlation with data-driven ranking than competing and baseline methods 
•  Competing methods fail in identifying lurkers:  

•  PageRank and alpha-centrality still detect influential users,  
•  Fair-Bets tends rather to identify spammers 

•  Lurking-oriented network analysis: 
•  Lurkers are not very prone to reciprocate each other 
•  Lurkers may be related to users playing the role of bridges between communities (under 

lurking-oriented graph model) 
•  Self-delurking randomization can be useful to change the top-ranked lurkers in the network, 

while scarcely affecting the in/out degree distribution 

Lurking in OSNs: Principles, Models, and Methods 



EXPERIMENTAL EVALUATION 
Understanding lurking behaviors over time 
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A. Tagarelli, R. Interdonato (2015)  
Time-aware Analysis and Ranking of Lurkers in Social Networks.  
Soc. Netw. Analys. Mining (SNAM) 
 
A. Tagarelli, R. Interdonato (2014)  
Understanding lurking behaviors in social networks across time.  
In Proc. ASONAM’14 
 



How does lurking behavior evolve? 

Do lurkers create preferential 
relations with active users? 

 How frequently do lurkers 
respond to the others' actions? 

Do lurkers match to 
zero-contributors? 

Understanding lurkers over time 

Do lurkers match newcomers? 

How do topical interests of 
lurkers evolve? 
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Time-varying snapshot graphs 
•  Interaction graph: Useful to represent evolving/dynamic lurking behavior: 

•  Subgraphs of the static followship graph 
•  Edges represent interactions among users in a certain time interval 

•  Friendfeed and Instagram: comment-based interactions 
•  Flickr: favorite-based interactions 

•  Timestamped followship graph [only for Flickr] 
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receives a comment/like from 



Lurkers vs. inactive users: static analysis 
• How much the set of zero-contributors overlaps with the set of   
  “potential lurkers” (i.e., users with in/out >1)?  

•  12% (favorite-based interaction network in Flickr) 
•  72% (comment-based interaction network in FriendFeed) 
•  95% (comment-based interaction network in Instagram) 
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(Potential) lurkers are more likely to behave 
similarly to inactive users when lurkers’ 
activity is regarded in terms of “comments” 



Lurkers vs. inactive users: temporal analysis 
•  Temporal trends of overlap ratios w.r.t.: 

•  potential lurkers 
•  top-5% ranked lurkers by LRin-out 
•  top-25% ranked lurkers by LRin-out 

•  Inset: distributions of potential lurkers 
and zero-contributors follow close 
trends (at different scales) 
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Overlap ratios remain rather 
unaffected over time 



Lurkers vs. newcomers (1/3) 
• A user is a newcomer at time t if she is 

not involved in any discussion at any 
time t’<t  

•  Lurkers identified at each time t 

•  Favorite-markings interactions: 
•  Lurkers matching Newcomers: 30% 

down to 20% over time, regardless of 
the top-% 

• Newcomers matching Lurkers: more 
constant, slightly increasing. Fraction 
depends on the top-%. 
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Lurkers vs. newcomers (2/3) 
• Comment-based interactions: 

•  Lurkers matching Newcomers: 50% 
down to 20% over time 

• Newcomers matching Lurkers: 
roughly constant over time 

• Difference in matching: 
•  Inherent characteristics of an OSN 
•  Type of interaction 
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Lurkers vs. newcomers (3/3) 
• Comment-based interactions: 

•  Lurkers matching Newcomers: 
decreasing trend, below 10% on 
average 

Newcomers’ behavior is a form of 
observational learning [Bandura, 
1986] 

Observational learning and lurking 
are related to each other 
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Bandura, A. (1986). Social foundations of thought and action: A 
social cognitive theory. Englewood Clis, NJ, Prentice Hall. 



Responsiveness 
• On Flickr: 

•  about 18 days to observe 80% of 
responses for the top-ranked lurkers 

• On Instagram: 
•  about one month to observe the 80% 

of responses for the top-25% lurkers 
•  even longer (more than 40 days) for 

the top-5% lurkers 

•  Distribution of time differences (in days) between any 
two consecutive responsive actions made by a user w.r.t. 
a post created by her/his followees 

•  Timespan: 90 days  
•  Responses: 

•  “favorites” on Flickr, “comments” on Instagram 

Lurkers tend to react more slowly 
(up to 20 days more in Instagram) 

Gap is reduced to a few days when 
taking into account a larger fraction 
of lurkers (top-25%) 
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Preferential attachment (1/2) 
• Studying the new connections received by 

active users for any k lurkers (averaged per 
user and per week) 

•  The number of lurkers shows a good linear 
correlation with the average number of new 
links received by active users  
•  i.e., preferential attachment 

 
• Active users receive on average one new 

connection per week from lurkers for every 
120 connections (lurkers) that they already 
have 
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Preferential attachment (2/2) 
• Studying the new connections produced by 

lurkers for any k active users (averaged per 
user and per week) 

• No preferential attachment 

Lurking in OSNs: Principles, Models, and Methods 

Are lurking connections attached 
preferentially to active users that already 
have a large number of connected lurkers? 

Lurkers that have a higher number of active 
users as followees are NOT more likely to 
create new connections to other active users 



Temporal trends and clustering (1/3) 

• Repeatedly applying LurkerRank to successive snapshots of a network 
•  Time series of the normalized LurkerRank scores for every user in the dataset 
• Soft clustering over the set of time series using fuzzy c-means clustering 

•  For each network, we initially selected the top-25% lurkers at time zero 
•  Only users appearing in at least 50% of the subsequent snapshots 

Aim:  To detect structures hidden in the 
lurking trends that vary over time 
 
Task:  Clustering of time series representing 
the users' lurking profiles 

Mfuzz R-package tool:  http://www.bioconductor.org/packages/release/bioc/html/Mfuzz.html. 
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Temporal trends and clustering (2/3) 
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(Instagram) 
 

daily snapshots built on 
“likes + comments” 

weekly snapshots built on 
“favorites” monthly snapshots built on 

“comments”  



Temporal trends and clustering (3/3) 
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Clearer trends, more homogeneous clusters according to 
least-effort interactions (e.g., “likes”/”favorites”) 
 
More noisy clusters according to time-consuming interactions 
 

Lurking series do not tend to group into decreasing trends 
 

i.e., lurkers are not likely to spontaneously “de-lurk” themselves 



Topical evolution: LDA-learned topics  

•  Statistical topic modeling: Latent Dirichlet Allocation (LDA)  

•  Tags occurring in less than 5 documents or in more than 75% of the documents were filtered out 

•  Among models with 5<topics<50, 20 topics model was the most interpretable one 

•  Finer-grain topics learned by LDA were aggregated in thematically-cohesive topic-sets 
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Topical evolution: Topic-specific subgraphs 
•  Top-ranked lurkers in snapshot graphs vs Top-

ranked lurkers in topic-specific subgraphs 
•  Overlap score: intersection of top-ranked 

lurkers normalized over the sum of intersection 
values obtained over all topics 

•  Full graph: relatively good matching between 
generic and topic-specific lurkers 

Lurkers are more likely to focus on 
well categorized contents   

2013.Q1 2013.Q2 

2013.Q3 2013.Q4 
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Topical evolution: Transition diagrams (1/2) 
•  All user transitions from one topic-set to 

another during the quarters of year 2013 
•  A core of topic-sets is always present over 

time (with varying proportions) 

•  Topical usage patterns continuously 
change over time 
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Topical evolution: Transition diagrams (2/2) 
•  Top-25% ranked lurkers transitions from 

one topic-set to another during the quarters 
of year 2013 

•  Lurkers tend to show patterns of topical 
interests that do not significantly differ 
from the ones of all users 

•  Newcomers behavior: higher flow in the 
outgoing transitions  
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DELURKING-ORIENTED TARGETED 
INFLUENCE MAXIMIZATION 
The DEvOTION algorithm for delurking in social networks 

Lurking in OSNs: Principles, Models, and Methods 

 
R. Interdonato, C. Pulice, A. Tagarelli (2015)  
«Got to have faith!»: The DEvOTION algorithm for delurking in 
social networks 
In Proc. ASONAM’15 



The challenge of delurking 
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Delurking strategies have been conceptualized in 
social science and human-computer interaction 
research: 

•  Reward based external stimuli 
•  Providing encouragement information  
•  Improvement of the usability of the system 
•  Guidance from elders/master users 

But no computational approach has been 
so far defined to turn lurkers into active 
participants in the social network 

•  Lurkers	  are	  social	  capital	  holders:	  
•  they	  gain	  benefit	  from	  others’	  informa6on	  without	  significantly	  
giving	  back	  to	  the	  community	  

•  	  A	  major	  goal	  is	  to	  delurk	  such	  users	  
•  Delurking:	  to	  develop	  a	  mix	  of	  strategies	  aimed	  at	  encouraging	  
lurkers	  to	  return	  their	  acquired	  social	  capital,	  through	  a	  more	  
ac6ve	  par6cipa6on	  to	  the	  community	  life.	  

	  



Information Diffusion 
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•  Influence	  diffusion	  process	  
•  Seed	  set	  𝑺:	  ini6al	  set	  of	  nodes	  selected	  to	  start	  the	  diffusion	  
•  Node	  ac9va9ons:	  Nodes	  are	  ac6vated	  star6ng	  from	  the	  seed	  nodes,	  in	  discrete	  steps	  and	  
following	  certain	  rules	  

•  Influence	  spread	  𝝈(𝑺):	  expected	  number	  of	  ac6vated	  nodes	  when	  the	  diffusion	  process	  
started	  from	  the	  seed	  set	  𝑆	  ends	  

	  
Independent	  Cascade	  
	  
•  Contagion	  propaga9on	  model	  
•  Sender-‐centric	  

•  Linear	  Threshold:	  	  
•  Exposure	  to	  mul9ple	  sources	  is	  

needed	  for	  a	  user	  before	  
taking	  a	  decision	  

•  Receiver-‐centric	  



Delurking-oriented Targeted Influence Maximization 

•  Target of the diffusion process: a set of top lurkers  
•  Goal: find a set of nodes capable of maximizing the likelihood of “activating” the target lurkers 
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Delurking-oriented Targeted Influence Maximization 

The function is defined in terms of the 
cumulative amount of the scores associated with  

the activated (target) nodes   
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The DEvOTION algorithm 
•   The delurking capital function defined is monotone and submodular 

under the LT model 
•   NP-Hard problem: can be addresses using a greedy solution 

 DEvOTION (DElurking Oriented Targeted Influence maximizatiON) 
 
•  Greedy method designed to address the delurking-oriented targeted IM 

problem 

•  Exploits the search of shortest paths in the diffusion graph in a backward 
fashion 

•  Allows path pruning within a certain neighborhood 
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The DEvOTION algorithm 
•  Parameters

: 
•  LS  =  0.6  
•  k  =  1  
•  η  =  0
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1.  Compute the target set 
h	   2.  Compute the set T of 

nodes    that reach the 
target ones 

c	  

a	  

g	   3.  Keep track of the best seed 
as the node in T with the 
highest marginal gain (i.e., 
Delurking Capital DC) 

 Steps 2 and 3 are repeated    
until k seeds are chosen 

g	  
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The DEvOTION algorithm 
•  Parameters

: 
•  LS  =  0.6  
•  k  =  1  
•  η  =  0

 
 

h	  
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	   DC: 
	   a.DC = [0.01 x 0.6] x 0.7 
	   c.DC = 0.6 x 0.7 
	   g.DC = [0.35 + 0.5 x 0.6] x 0.7 

 

 

g	  
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	   Marginal gain computation: 
• Backward procedure over all 
nodes in the target set 

• Compute a set of paths and 
their probability exploring the 
graph backward  

• At each iteration an 
unxeplored neighbor is added 
to the path in a depth-first 
fashion 

• Paths with probability lower 
than η are pruned 

 



APPLICATIONS TO OTHER DOMAINS 
Vicariously learning in collaboration networks 

Lurking in OSNs: Principles, Models, and Methods 

A. Tagarelli, R. Interdonato (2013)  
Ranking vicarious learners in research collaboration networks.  
In Proc. ICADL’13 



“Lurking” scenarios in information networks 
•  Leeching (a.k.a. free loading) 

•  Greedy (or even illegal) use of computer resources 
•  Examples: 

•  Downloading in P2P networks 
•  Direct linking 
•  Wi-Fi leeching 

 
• Vicariously learning 

•  Occurs in observational learning contexts: 
•  learning through being given access to the learning 
experiences of others 

•  Focus: (research) collaboration networks 
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Research collaboration networks (1/2) 
• Formed on top of digital libraries 
• Common assumption:  

•  two researchers are regarded as connected to 
each other if they have co-authored a paper 

• Typical tasks:  
• expert finding 
• community discovery 
• relation prediction 
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Research collaboration networks (2/2) 
• Mining hidden expert-apprentice or advisor-advisee relationships to 
understand: 
• Research community formation in a particular institutional context 
• Evolution of research themes over time 
• Predicting influence of a research study on a community 
• How to foster several experts on specific topics 

• Current trend: expert-oriented investigation of co-authorships 
• However, many members in a RCN are more likely to be apprentice: 

•  in the initial stage of a researcher lifetime (early career) 
• w.r.t. all topics that at a particular time do not represent a researcher’s main 
research interests 
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Vicariously learning 
•  Learning through being given access to the learning experiences of others 
• In a publication context:  

• people who marginally contribute to the research activity? 

• Vicariously-learning-oriented RCN:  
• Directed weighted graph model 

• Basic model for edge orientation: comparison of relative amount of publications 
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 pubs(author#1) > pubs(author#2) 
 pubs(author#1) > pubs(author#3) 
 pubs(author#3) > pubs(author#2) 

author#1 
author#2 

author#3 



Vicariously learning oriented RCN 
•  Interactions among authors expressed through edge weights based on: 

•  number of co-authorships  
•  to express the strength of collaboration 

•  number of advisees for each advisor  
•  an advisor tends to divide her attention over all incoming stimuli that come from her advisees 

       
coPubs(i,j,t): number of papers coauthored by authors i and j at time t  
advisees(i,t): number of advisees (i.e., out-neighbors) of author i at time t 
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Vicarious learner ranking (1/2) 
• VLRank algorithm: 

•  Adaptation of LurkerRank such that  
•  The lurking-oriented graph model is replaced with the VL-oriented weighted graph model 
•  Advisees act as lurkers w.r.t. advisors (i.e., active users) 

• Evaluation on the DBLP dataset  
•  Static analysis 

•  Full dataset (about 1.2M nodes, 4.7 links) 
•  Evolution of vicarious learners 

•  3-year snapshots  
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Vicarious learner ranking (2/2) 
•  Issue: lack of ground-truth  
• ArnetMiner based ranking 

•  Expert’s activity score: used to rank the researchers based on the cumulated weighted 
impact factor of one's papers published in the last years 

•  H+(i) is the set of authors with h-index greater than i 
•  H-(i) is the set of authors with h-index lower than i 
•  AS(j) is the activity score of author j provided by 

ArnetMiner 
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ri
* =
1+ AS( j)

j∈H + (i)∑
1+ AS( j)

j∈H − (i)∑



VLRank always obtains 
positive Kendall scores  

VLRank always achieved 
higher correlation with InOut, 
DDRank and AMRank than 
PageRank, with gains up to 
21.7% for InOut, 11.8% for 
DDRank, and 6.5% for 
AMRank. 
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Quantitative analysis: Kendall correlation 



Quantitative analysis: Bpref 

VLRank always outperforms 
PageRank also in terms of 
Bpref 

Bpref scores generally increase 
with the p% of relevant candidates  
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Qualitative analysis 
• Comparison between the top-100 ranked lists produced by VLRank and 

PageRank on the whole DBLP network (-2013) 

• VLRank detected and assigned highest scores to authors whose status can be 
tagged as vicarious learner with a certain objectivity 
•  e.g., short career always within a research team, long career but with many 

co-authors, etc. 

• Several authors in the PageRank top-ranked list should be considered as 
team leaders, or at least active contributors 
• e.g., many publications with few co-authors 
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Temporal evolution of Vicarious Learners: VLRank 

A large number of 
top-100 authors by 
VLRank in 2004-06 
were also present in the 
subsequent periods but 
with much lower ranks 
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Temporal evolution of Vicarious Learners: PageRank 

PageRank failed to 
effectively capture the 
temporal evolution of 
vicarious learners 
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APPLICATIONS TO OTHER DOMAINS 
Lurking in Social Trust contexts 

Lurking in OSNs: Principles, Models, and Methods 

A. Tagarelli, R. Interdonato (2014)  
Lurking in Social Networks: Topology-based Analysis and Ranking Methods.  
Soc. Netw. Analys. Mining (SNAM) 



Social trust and lurking (1/2) 
• Measuring trust behaviors has long been an important topic in psychology and 

social science 
• Computer science perspective: trust based on active behaviors shown by the 

users in an online community 

 
 

What about lurkers? 

Trustworthy users: 
influential users, verified profiles 

Untrustworthy users: 
spammers, trolls, fake profiles 
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Social trust and lurking (2/2) 
•  (Active) users tend to avoid wasting their time with people who show null or 

slow responsiveness – like lurkers do 

 
• Preliminary insight into understanding relations between lurkers and 

trustworthy/untrustworthy users: 
•  Comparison between LurkerRank and TrustRank [Gyongyi, et al., 2004] 
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Should lurkers be treated as 
untrustworthy users? 

Goal:  To improve the trustworthiness 
of the lurkers to be detected 

Gyongyi, Z., Garcia-Molina, H., Pedersen, J. O. (2004) Combating Web Spam with TrustRank. In Proc. VLDB. 



TrustRank-biased LurkerRank (1/2) 
• Definition of TrustRank-biased LurkerRank methods 
•  TrustRank in a nutshell 

•  A biased PageRank in which the teleportation set corresponds to the “good part" of an a priori 
selected seed set 

•  The seed set is a relatively small subset of nodes in the graph, each of which is labeled as 
either trustworthy or untrustworthy by some oracle function 

•  Issue in OSNs: inferring trust from user interactions 
•  Number of received likes, favorites, or comments as implicit trust statements 

• Assumption: the higher the number of users that indicate trust in a user, 
the more likely is the trustworthiness of that user 

•  Trust-Entropy-based oracle function: 
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TrustRank-biased LurkerRank (2/2) 
•  A user i is regarded as “good" if the 

corresponding H(i) belongs to the 3rd quartile 
of the distribution of H values over all users 

•  Note that:  if user i likes a post by j, then 
•  edge  j -> i  is created in the LurkerRank graph     
•  edge  i -> j  is created in the TrustRank graph     
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Kendall correlation 

•  All LurkerRank methods show positive 
correlation with TrustRank 

•  Higher correlation when using TrustRank-
biased LR 

•  TrustRank-biased LR have still strong 
correlation with their respective LR methods 

Trust-oriented bias in LurkerRank would not 
significantly decrease lurker ranking 
effectiveness while also accounting for the 
user trustworthiness 



CONCLUSION AND FUTURE WORK 

Lurking in OSNs: Principles, Models, and Methods 



What we have done … 
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Evaluation on Twitter, FriendFeed, Flickr, 
Google+, and Instagram 

•  Reciprocity, preferential attachment 

•  Delurking-oriented randomization model 

•  Percolation/resilience analysis 

Lurking over time 

•  Lurkers vs. inactive users , and newcomers 

•  Responsiveness 

•  Preferential attachment 

•  Temporal trends and clustering 

•  Topic evolution 

Vicariously Learning on RCNs 
•  VLRank methods 

Lurking and Social Trust 
•  Trust-biased LurkerRank methods 

Modeling lurking behaviors 

Topology-driven definition of lurking 

In-, Out-, and InOut-neighbors driven ranking 
methods 

Delurking via Targeted Influence 
Maximization  

•  The DEvOTION method 



…and what we would like to do 

• Extensions of the lurking concept 
•  Context-biased lurking 

•  Boundary-spanning lurking 
•  Multi-layer networks 

•  Integration with 
•  Community detection algorithms 

•  Trust/Distrust ranking algorithms 

• … any other idea is welcomed! 
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THANKS 
 
 

Contact	  us	  at:	  
hEp://uweb.dimes.unical.it/tagarelli/	  


